BASSINGHAM SURGERY

STAFF CONFIDENTIALITY AND INFORMATION GOVERNANCE

· Your Information Governance (IG) lead is Mrs Juliet Brewer 

· Everything you see and hear in Bassingham Surgery is Private and CONFIDENTIAL and should not be shared with anyone else without following practice guidance with regard to confidentiality. This includes information about the practice and colleagues as well as the patients.

· Policies, protocols and guidelines regarding IG/Confidentiality and Caldicott are available on the intranet (GP TeamNet) and in the practice policies files (stored in files in the admin office)
· Smartcards should never be left logged in and unattended by their owner. Card owners should ensure they log out when leaving their computer terminal and smartcard owners should know the whereabouts of their smartcard at all times. A smartcard should only ever be used by the person it is issued to. 
· Members of staff are given a username and password to enable access to the intranet in order to utilise to the library of policies and procedures.
· If a member of staff is uncertain about the release of personal information, they should refer to their IG Lead.

· Staff can log into the NHS Digital Information Governance Training to refresh their information governance knowledge.
· If there is a change in procedure or policy, staff should familiarise themselves with the change and may be asked to complete training to evidence their knowledge.
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